
Cyber Security By SLT Enterprise
Solutions

The SLT Enterprise Solutions arm has strengthened its team of experts in SLT to
support  businesses  with  state-of-the�art  managed security  solutions.  SLT has
joined hands with Fortinet, the global leader in high-performance cybersecu�rity
solutions as well as Arbor Network, the security division of NETSCOUT, provider
of DDoS protection in the enterprise, carrier and mobile market seg�ments, to
boost next generation managed security services to business organizations.

 “We are  always  vigilant  and  we have  closely  looked  at  how cybercrime is
evolving, and how to fight back and be protected. The reality is that all firms face
cyber-attacks. Therefore, those in leadership in organizations need to analyze the
possible threat of cyber security, when they are in the boardrooms to prepare
strategic  and  business  plans,”  said  M I  Deen,  Deputy  Chief  Enterprise  and
Wholesale  Officer,  SLT.  Commenting  further  he  said,  “Decisions  to  adopt
enterprise  level  managed  security  services  are  essential  to  survive  without
getting into more trouble  and ensuring that  as  much security  as  possible  is
provided to every organization, for them to pro�vide high quality services, without
interruption to their own customers.” In order to ensure service levels (SLAs)
within the or�ganization,  Sri  Lanka Telecom has established an Informa�tion
Security Management System (ISMS) covering the internal audits and activities,
such as the regular assessment of vulnerability of critical services, penetration
testing, compromise assessment, and security architecture reviews, which are
conducted on a regular basis to ensure the compliance with ISO 27001 standard.
The company will  take remedial actions for any identified vulnerabilities. The
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security solutions port�folio of SLT includes a Managed Firewall, DDoS Protection
and Firewall Advanced services. Through Managed Firewall solutions, enterprise
networks are able to protect themselves from various external and/or internal
illegal attempts at breaching security. Managed Firewall features an integrated
security  intelligence  with  the  Unified  Threat  Management  profiles  with
antimalware  pro�tection,  data  leak  prevention,  intrusion  prevention,  web
fil�tering  and application  control.  SLT DDoS Protection  Service  provides  the
detection and the mitigation of the Distributed Denial-of-Service (DDoS) at�tacks,
protecting  the  enterprise  networks  and  ensuring  the  customer  bandwidth  is
available for legitimate traffic. For all  SLT customers, there will  be no initial
investment for these SLT-managed security products, whilst minimizing the risk
of  security  breaches,  im�proving  productivity  and  also  helping  to  eliminate
CAPEX investment for firewalls. The SLT Managed Security Services are aimed at
equipping local small, medium and large enterprises with the full range of ICT
solutions to help succeed in the global arena


